
Indigenous.Link

Canada’s fastest growing Indigenous career portal, Careers.Indigenous.Link is pleased to introduce
a new approach to job searching for Indigenous Job Seekers of Canada. Careers.Indigenous.Link
brings simplicity, value, and functionality to the world of Canadian online job boards.

Through our partnership with Indigenous.Links Diversity Recruitment Program, we post jobs for
Canada’s largest corporations and government departments. With our vertical job search engine
technology, Indigenous Job Seekers can search thousands of Indigenous-specific jobs in just about
every industry, city, province and postal code.

Careers.Indigenous.Link offers the hottest job listings from some of the nation’s top employers, and
we will continue to add services and enhance functionality ensuring a more effective job search. For
example, during a search, job seekers have the ability to roll over any job listing and read a brief
description of the position to determine if the job is exactly what they’re searching for. This practical
feature allows job seekers to only research jobs relevant to their search. By including elements like
this, Careers.Indigenous.Link can help reduce the time it takes to find and apply for the best,
available jobs.

The team behind Indigenous.Link is dedicated to connecting Indigenous Peoples of Canada with
great jobs along with the most time and cost-effective, career-advancing resources. It is our mission
to develop and maintain a website where people can go to work!

Contact us to find out more about how to become a Site Sponsor.

Corporate Headquarters:
Toll Free Phone: (866) 225-9067
Toll Free Fax: (877) 825-7564
L9 P23 R4074 HWY 596 - Box 109
Keewatin, ON  P0X 1C0



Job Board Posting
Date Printed: 2024/07/01

Sr Manager, Cloud Security

Job ID 303894-en_US-6344
Web Address https://careers.indigenous.link/viewjob?jobname=303894-en_US-6344
Company Rogers
Location Brampton, ON
Date Posted From:  2024-05-06 To:  2050-01-01
Job Type:  Full-time Category:  Telecommunications

Description
&lt;p&gt;&#160;&lt;/p&gt;&lt;p&gt;Our Technology team wakes up every day with one goal in mind - connecting
Canadians to the people and things that matter most. Together, we are proud to support 30 million Canadians each
month through managing a robust portfolio that champions leading-edge technology. We drive large-scale, complex, and
high-visibility technology projects and programs that shape the future of technology in Canada and expand connectivity
from coast to coast. If you are interested in being a part of this, consider applying for the following
opportunity:&lt;/p&gt;&lt;p&gt;&#160;&lt;/p&gt;&lt;p&gt;The Rogers Information and Cyber Security Unit is seeking a
Senior Manager of Cloud Security to join our Cloud Security team. This role is responsible for maintaining our existing
cloud security program through the continual review and development of our security process and
procedures.&lt;br&gt;Reporting to the Director of Cloud Security, the Senior Manager will be accountable public and
private cloud security and reducing the probability of security incidents through implementation of security
controls.&#160;&lt;br&gt;Working with cross-functional teams to ensure they are following the established security
processes. &#160;&lt;/p&gt;&lt;p&gt;&#160;&lt;br&gt;&lt;b&gt;Summary of Essential Job
Functions:&lt;/b&gt;&lt;/p&gt;&lt;ul&gt;&lt;li&gt;Hands-on experience is required to provide specific guidance to platform
&amp;amp; application operators to ensure real world security against threats to Rogers
Communications.&lt;/li&gt;&lt;li&gt;Compile metrics for management review.&lt;/li&gt;&lt;li&gt;Responsible for
embedding design patterns, standards, and best practices for cloud security.&lt;/li&gt;&lt;li&gt;Develop cloud services
security controls, review with operation team, and facilitate the implementation.&lt;/li&gt;&lt;li&gt;Work with application
teams to deploy security controls.&lt;/li&gt;&lt;li&gt;Evaluates existing infrastructure and identify potential threats and
gaps in security posture and prioritize remediation efforts&lt;/li&gt;&lt;li&gt;Monitor progress, manage risk, and
communicate with key stakeholders on progress and expected outcomes, and propose and take corrective action as
appropriate.&lt;/li&gt;&lt;li&gt;Strong project management with an attention to detail.&lt;/li&gt;&lt;li&gt;Knowledge of
various tools (ex. HELM for Kubernetes, Python, Jenkins, etc.), including the ability to deploy, configure, and
run.&lt;/li&gt;&lt;li&gt;Identify areas to implement continuous improvement of security and operational functions to
support Information Security.&lt;/li&gt;&lt;li&gt;Knowledge of cybersecurity concepts and methods including, but not
limited to, vulnerability management, privacy, incident response, governance, risk and compliance, enterprise security
strategies, and architecture.&lt;/li&gt;&lt;li&gt;Engage with cross-functional teams in the design and implementation of
cloud and cloud-security projects and initiatives.&#160;&lt;/li&gt;&lt;/ul&gt;&lt;p&gt;&lt;br&gt;&lt;b&gt;Technical
Expertise&lt;/b&gt;&lt;/p&gt;&lt;ul&gt;&lt;li&gt;Fundamental understanding of IT and cloud
architecture.&lt;/li&gt;&lt;li&gt;Experience with cloud technologies provided by AWS, GCP, Azure (e.g,. ADF, Databricks,
Event Hubs, Storage Accounts, Key vaults, etc).&lt;/li&gt;&lt;li&gt;Fundamental understanding of I/P/SaaS, Public
&amp;amp; Private Cloud, Virtualization technologies.&lt;/li&gt;&lt;li&gt;Experience with CI/CD pipeline software (JIRA,
GitHub, Bamboo, Jenkins, Maven, Artifactory, Terraform).&lt;/li&gt;&lt;li&gt;Experience with data formats (JSON, YAML,
XML).&lt;/li&gt;&lt;li&gt;Experience with API strategies, governance, compliance, and
management.&lt;/li&gt;&lt;/ul&gt;&lt;p&gt;&lt;br&gt;&lt;b&gt;Required
Experience:&lt;/b&gt;&lt;/p&gt;&lt;ul&gt;&lt;li&gt;University degree or equivalent industry
experience.&lt;/li&gt;&lt;li&gt;Experience working on enterprise cloud services deployments (SaaS, PaaS, IaaS) and
understand security challenges involved in deploying Cloud Applications and server virtualization/container orchestration
technologies.&lt;/li&gt;&lt;li&gt;Strong communication, presentation, and relationship skills, especially the ability to



articulate technical topics.&lt;/li&gt;&lt;li&gt;Knowledge of security and industry standards (e.g., ISO, NIST, ITIL,
etc).&lt;/li&gt;&lt;li&gt;Knowledge of software development with security concepts and integration into the development
pipelines&lt;/li&gt;&lt;li&gt;Experienced with agile delivery teams and environment.&lt;/li&gt;&lt;li&gt;Performed threat
modeling and design reviews assessing security implications and requirements introducing new
technologies.&lt;/li&gt;&lt;li&gt;Performed security design/architecture reviews, code reviews, and penetration tests of
large applications, systems and/or networks.&lt;/li&gt;&lt;li&gt;CISSP, CCSP, CRISC or similar cloud certification are
preferred.&lt;br&gt;&#160;&lt;/li&gt;&lt;/ul&gt;&lt;p&gt;&#160;&lt;br&gt;Schedule:&#160;Full time&lt;br&gt;Shift:
Day&lt;br&gt;Length of Contract: Not Applicable (Regular Position)&lt;br&gt;Work Location:&#160;8200 Dixie Road
(101), Brampton, ON&#160;&lt;br&gt;Travel Requirements: Up to 10%&lt;br&gt;Posting Category/Function: Technology
&amp;amp; Information Technology&lt;br&gt;Requisition ID: 303894&lt;br&gt;&#160;&lt;br&gt;At Rogers, we believe the
key to a strong business, is a diverse workforce where equity and inclusion are core to making everyone feel like they
belong. We do this by embracing our diversity, celebrating our different perspectives, and working towards creating
environments that empower our people to bring their whole selves to work. Everyone who applies for a job will be
considered. We recognize the business value in creating a workplace where each team member has the tools to reach
their full potential by removing any barriers for equal participation. We work with our candidates who are experiencing a
disability throughout the recruitment process to ensure that they have what they need to be at their best. Please reach
out to our recruiters and hiring managers to begin a conversation about how we can ensure that you deliver your best
work. You matter to us! For any questions, please visit the &lt;a
href=&quot;https://performancemanager4.successfactors.com/doc/custom/RCI/Recruitment_Process-FAQ-EN.pdf&quot;
&gt;&lt;b&gt;Recruitment Process FAQ&lt;/b&gt;&lt;/a&gt;. &#160;&lt;/p&gt;&lt;p&gt;&#160;&lt;/p&gt;&lt;p&gt;Successful
candidates will be required to complete a background check as part of the hiring
process.&#160;&lt;br&gt;&#160;&lt;br&gt;Posting Notes:&#160;&#160;Technology&#160;&lt;/p&gt;

For more information, visit Rogers for Sr Manager, Cloud Security


